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[T]he Barbarians are at the gate!
—Senator James Exon, quoting an article from HotWired.!

What they’re trying to do is design a whole city to look like Disney
World.
—Jerry Berman, Executive Director of the Center for
Democracy and Technology.?

I. INTRODUCTION

On February 1, 1995, Senator James Exon (D-Neb.) attempted to do
what had never been done before—regulate speech on the Internet.?
Introducing the Communications Decency Amendment (CDA), Senator

1. 141 CoNG. REc. S8339 (daily ed. June 14, 1995) (quoting Brock N. Meeks,
Cyberrights Now!, HOTWIRED (June 1995) <http://www.hotwired.com/wired/3.06
/departments/cyber/rights.html>). See also infra note 101.

2. Carlin Meyer, Reclaiming Sex from the Pornographers: Cybersexual Possibilities,
83 GEo. L.J. 1969, 1992 n.126 (1995) (quoting Jerry Berman).

3. See Mike Mills, Congress Nearing Passage of Rules Curbing On-Line Smut, WASH.
POST, Dec. 7, 1993, at Al. Although it had never been done before, it has been attempted.
In the previous Congress, Sen. Exon unsuccessfully introduced S. 1822, which is similar
to the Communications Decency Act (CDA). 140 CONG. REC. §9745 (daily ed. July 26,
1994) (statement of Sen. Exon). See 141 CONG. REC. S8087 (daily ed. June 9, 1995)
(statement of Sen. Exon referencing previous year’s efforts); James T. Bruce and Richard
T. Pfohl, Analysis: S. 314, The Communications Decency Act of 1995: Introduced by Sen.
Jim Exon (D-NE) (Peb. 7, 1995) (visited July 6, 1995) <http://www.ema.org/html/
at_work/S314.htm> (noting previous effort).
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Exon declared a danger to society: Barbarian pornographers are at the gate
and they are using the Internet to gain access to the youth of America.
Senator Exon proclaimed:

The information superhighway should not become a red light
district. This legislation will keep that from happening and extend the
standards of decency which have protected telephone users to new
telecommunications devices.

Once passed, our children and families will be better protected
from those who would electronically pruise the digital world to engage
children in inappropriate communications and introductions. The
Decency Act will also clearly protect citizens from electronic stalkmg
and protect the sanctuary of the home from uninvited indecencies.*

In a year of deregulation, Senator Exon called for more regulation. In the
year when Speaker of the House Newt Gingrich placed the House of
Representatives on the Internet, praising it as a landmark for democracy,
Senator Exon warned America that the Internet was filled with dark places’
from which we needed government protection. In a year where Internet
users were proclaiming the infinite utility of the World Wide Web, Senator
Exon, who has apparently no Internet experience,® declared a danger.

A. The Problem: The Availability Of Pornography

Senator Exon was motivated out of a concern for the proliferation of
pornography and indecency on the Internet and the easy access to that
material by the youth of America. Not everyone shared his belief that there
existed a substantial threat where one can go “click, click, click”” and have
access to pornography.

The greatest salvo in the debate over the availability of pornography
on the Internet was Marty Rimm’s study Marketing Pornography on the
Information Superhighway: A Survey of 917,410 Images, Descriptions, Short
Stories, and Animations Downloaded 8.5 Million Times by Consumers in
Over 2000 Cities in Forty Countries, Provinces, and Territories (Rimm
Study), published in the Georgetown University Law Review.> Rimm

4. 141 CONG. REC. S1953 (daily ed. Feb. 1, 1995).

5. “[The Internet] is a great boon to mankind. But we should not ignore the dark roads
of pornography, indecency and obscenity it makes possible.” Sen. Exon, Letter to the Editor,
WASH. PosT, Dec. 2, 1995, at A20 [hereinafter Exon Letter].

6. See infra 105-18 and accompanying text.

7. 141 CONG. REC. S8089 (daily ed. June 9, 1995) (statement of Sen. Exon). See also
The MacNeil/Lehrer News Hour: Sex in Cyberspace? (PBS television broadcast, June 22,
1995) available in LEXIS, News Library, Script File (remarks of Sen. Exon) [hereinafter
MacNeil/Lehrer Transcript].

8. Marty Rimm, Marketing Pornography on the Information Superhighway: A Survey
of 917,410 Images, Descriptions, Short Stories, and Animations Downloaded 8.5 Million
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purported to have conducted a thorough survey of the availability of
pornography on the information superhighway. He concluded that
pornography was rampant and freely available. In one of his most notorious
statements, he concluded that 83.5 percent of the images available on the
Usenet are pornographic.’

The study became a front page “exclusive” in Time magazine.'® The
ink was barely dry on the story before Senator Grassley waved a copy in
front of the Senate in support of his antipornography legislation."! The
study became the source of endless articles and editorials.”” The opposition
was sent scurrying, searching for ways to defend against this weapon of the
censorship proponents. On-line discussion groups dedicated endless
bandwidth to deliberating the merits of the study. And parents started
curtailing surfing privileges of their children.* When the skirmish died

Times by Consumers in Over 2000 Cities in Forty Countries, Provinces, and Territories, 83
GEoO. L.J. 1849 (1995) [hereinafter Rimm Study].

9. Id. at 1867, 1914. See also 141 CONG. REC. S9017 (June 26, 1995) (statement of
Sen. Grassley, citing study, stating “83.5 percent of all computerized photographs available
on the Internet are pornographic.”). See generally Ned Brainard, JournoPorn: Dissection of
the Time Scandal, HOTWIRED (1995) <http://www.hotwired.com/special/pornscare
/flux.htin]> (commenting on and criticizing 83.5% figure); Brock Meeks, JournoPorn Special
Report: Muckraker, HOTWIRED (last modified Oct. 30, 1995) <http://www.
hotwired.com/special/pornscare/brock.htm1> (commenting on and criticizing 83.5% figure);
David Post, 4 Preliminary Discussion of Methodological Peculiarities in the Rimm Study of
Pornography on the “Information Superhighway” (June 28, 1995) <http://www.
9.12interlog.com/~bxi/post.html> (commenting on and criticizing 83.5% figure); Elizabeth
Weise, Internet Porn Survey, Coverage Stirs Debate on (Where Else) the Net, ASSOCIATED
PRESS, July 9, 1995, available in 1995 WL 4396129. (stating “83.5 percent of the digitized
photos transmitted over a portion of the Internet called Usenet newsgroups were
pornographic, the study found.”).

10. Philip Elmer-DeWitt, Cyberporn—On A Screen Near You, TIME, July 3, 1995, at 38
reprinted in 141 CONG. REC. S9019 (daily ed. June 26, 1995). See also JournoPorn Special
Report: HotWired Interviews Elmer-DeWitt, HOTWIRED (July 2, 1995) <http: //www.hot-
wired.com/special/pornscare/transcript.html> (giving background on devel- opment of Time
report on Rimm Study).

11. 141 CONG. REC. $9017 (daily ed. June 26, 1995) (statement of Sen. Grassley,
referring to Rimm Study as “a remarkable study”). See infra note 73 and accompanying text
(discussing Sen. Grassley’s legislation). Other Congressmen cited the study as well. See, e.g.,
141 CONG. REC. S8332 (daily ed. June 14, 1995) (statement of Sen. Coats); 141 CONG. REC.
HB8469 (daily ed. Aug. 4, 1995) (statement of Rep. Cox).

12. See, e.g., Steven Levy, No Place for Kids?: A Parent’s Guide to Sex on the Net,
NEWSWEEK, July 3, 1995, at 47, reprinted in 141 CONG. REC. S$9021 (daily ed. June 26,
1995); Howard Kurtz, 4 Flaming Outrage: A “Cyberporn” Critic Gets A Harsh Lesson in
‘90s Netiquette, WASH. POST, July 16, 1995, at C1; Al Kamen, Would-Be Internet Hearing
Star is Flamed, WASH. POST, July 24, 1995, at A19; Journoporn Special Report, HOTWIRED
(Oct. 30, 1995) <http://www.hotwired.com/special/pornscare>; Weise, supra note 9 (stating
that Rimm Study was subject of ABC’s Nightline).

13. See Cyberporn and Children: The Scope of the Problem, the State of the Technology,
and the Need for Congressional Action: Hearings on S. 892 Before the Senate Committee
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down, the study had been largely discredited and 7ime magazine published
a follow-up article which was all but a retraction and apology for being
duped into publishing the study."* Nevertheless, the warning cry that the
Internet was the dark home of pornographers after the children of America
had been spread across the American psyche.

The problems of the Rimm Study were numerous. The Rimm Study was
apparently not subject to peer review.!® Professors Donna L. Hoffman and
Thomas P. Novak criticized the study, concluding that Rimm’s work was
methodologically flawed.!® The ethics of Mr. Rimm’s research procedures
were questioned.'” He was accused of plagarism.'® Finally, it was discov-

on the Judiciary 104th Cong. 169 (1995) [hereinafter Cyberporn and Children Hearings)
(prepared statement of Sen. Herb Kohl) (commenting on concern which had been raised in
minds of parents).

14. Philip Elmer-DeWitt, Fire Storm on the Computer Nets, TIME, July 24, 1995, at 57.
See Kurtz, supra note 12, at C3 (commenting on Time s publication of Rimm Study); Meeks,
supra note 9 (criticizing Time's publication of Rimm Study); Fred H. Cate, Indecency,
Ignorance, and Intolerance: The First Amendment and the Regulation of Electronic Expres-
sion, 1995 J. ONLINE L., art. 5, para. 109 (noting Time’s publication of Rimm Study); Weise,
supra note 9 (reporting Philip Elmer-Dewitt’s regrets in publication of Time article). See
also Julian Dibbell, Muzzling the Internet, TIME, Dec. 18, 1995, at 75 (“Pornography in
Cyberspace? Sure, it’s out there, although there is not as much of the hard-core stuff as most
people seem to think.”).

15. See Post, supra note 9 (*One would have, perhaps, more confidence in the results
of the Rimm Study had it been subject to more vigorous peer review.”), After its publication
the Rimm Study received rigorous peer review. See Journoporn Special Report, supra note
12 (archive of online discussion critiquing Rimm Study).

16. Donna L. Hoffman & Thomas P. Novak, 4 Detailed Analysis of the Conceptual,
Logical, and Methodological Flaws in the Article: “Marketing Pornography on the Informa-
tion Superhighway” (version 1.01, July 2, 1995) <http://www2000.0gsm.vanderbilt .edu-
/rimm.cgi>; See aiso Brian Reid, Critique of the Rimm Study <http://www2000.0gsm
.vanderbilt.edu/novak/brian.reid.critique.htmnl> (“In summary, I do not consider Rimm’s
analysis to have enough technical rigor to be worthy of publication in a scholarly journal.”);
Elizabeth Weise, What a Tangled Web We Weave, ASSOCIATED PRESS (Dec. 24, 1995)
available in 1995 WL 4420752 (referring to Rimm Study as “discredited”); Andrew Kantor,
Laissez-faire, INTERNET WORLD, Jan. 1996, at 36-37 (referring to Rimm Study as “a very
questionable study”); Alan Lewine, Georgetown Law Journal Gives GULC Rimm Job, GEO
LAwW WEEKLY (1995) available in (last modified Nov. 6, 1995) <http://www.dcez.com
/~alewine/NetPornindex.html> (“The article and resultant Time story are ‘bogus,’ a ‘cyber-
hoax,” a ‘gross distortion’ of ‘questionably validity,” ‘cyberfraud,” and ‘a scandal’ as
described in headlines found in the San Francisco Examiner, Media Beat, The Globe and
Mail, The Press of Atlantic City, and HotWired respectively.”).

17. Jim Thomas, The Ethics of the “Cyber-Porn” Study, HARD-COPY (Sept. 1995)
<http://www.ccs.org/he/9509/ethics. html>. The fact that the study’s researchers were able to
gain access to BBSs in order to monitor user activity was seen as suspicious. See Elmer-
DeWitt, supra note 10 (stating that Rimm conducted study of BBS use with permission of
BBS operators). Normally operators wish to keep the privacy of their users strongly
protected. It was argued that Mr. Rimm was able to gain access by misrepresenting his
intentions, indicating that he was doing research to aid pornographers. Kamen, supra note
12, at A19; Meeks, supra note 9; Brock N. Meeks, Jacking in from the “Mr. Toad’s Wild
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ered that he was working both sides of this issue; Mr. Rimm was also the
author of The Pornographer’s Handbook: How to Exploit Women, Dupe
Men, & Make Lots of Money.® In the end, even Carnegie Mellon, his
graduate school, distanced itself from the Rimm Study.®® As a final salvo
in the Rimm Study skirmish, the United States Senate decided that it no
longer needed to hear what Mr. Rimm had to say about pornography and
pulled him from the witness list of the July 26, 1995, hearing concerning
pornography on the Internet.!

Rimm proved an easy target for the censorship opponents. But
criticism of the Rimm Study did not discount the reality of pornography on
the Internet.” While at the local corner store there are at least some
barriers which keep thirteen-year-old boys from buying Playboy, there are
virtually no barriers keeping those boys from surfing through the pages of
the Playboy World Wide Web site.

The debate over the Rimm Study was representative of the power of
the Internet in the new democracy.” In cyberspace, everyone can hear you

Ride” Port, CYBERWIRE DISPATCH (July 13, 1995) <http:/ /cyberwerks.com:70/0b/cyber
wire/cwd/cwd.95.07.13.html>.

18. It was discovered that Mr. Rimm’s study had an eerie similarity to an unpublished
Canadian study, a study to which Mr. Rimm allegedly requested access several months prior
to the publication of his study. Declan McClullagh, The Case of the Two Cybersex Studies
(July 24, 1995) <http://www.cinenet.net/~faber/issues_study_comp>; Kamen, supra note 12,
at A19.

19. See BOOKS IN PRINT 6101 (1995) [hereinafter Mr. Rimm’s book is referred to as
Handbook]. See also Meeks, Jacking in from the “Mr. Toad’s Wild Ride” Port, supra note
17, (stating that Marty Rimm of Camnegie Mellon Study and Marty Rimm of “Porno-
grapher’s Handbook™ are same person); Reid Kanaley, Steamy Stuff on the Net? His
Findings Raise Tempers, PC Exp0 (July 27, 1995) <http://www2.phillynews.com/online-
/cyber/kana727.htm> (stating Handbook was written by Marty Rimm, going into further
detail concerning Rimm’s past); Jeffrey Rosen, Cheap Speech, THE NEW YORKER, Aug. 7,
1995, at 75 (veferring to Marty Rimm as author of Handbook); JONATHAN WALLACE &
MARK MANGAN, SEX, LAWS, AND CYBERSPACE (1996) (referring to Marty Rimm as author
of Handbook); The Pomographer’s Handbook—Intro & Letter to Guccione? (visited July
24, 1996) <hitp://www.cybernothing.org/jdfalk/media-coverage/archive/msg01404.html>
(Usenet post containing sections of what is claimed to be Rimm’s book, indicating that the
two Rimms are the same person).

20. Kurtz, supra note 12, at C3; Cate, supra note 14, para. 109; Meeks, Jacking in from
“Mr. Toad’s Wild Ride” Port, supra note 17, at 2.

21. Kamen, supra note 12, at Al19; Cate, supra note 14, para. 109 (citing 141 CONG.
REC. S9017 (daily ed. June 26, 1995)); Kanaley, supra note 19; Rosen, supra note 19, at 75.

22. See Interactive Working Group Report to Senator Leahy, Parental Empowerment,
Child Protection, & Free Speech in Interactive Media (July 24, 1995) <http://www.cdt.
org/cda/iwgrept.txt> (“While the vast majority of content on the Internet is intended for
legitimate educational, cultural, political, or entertainment value, some material on the
Internet, however, may not be appropriate for children.”) fhereinafter IWG Report].

23. See Weise, supra note 9 (stating debate over Rimm Study “demonstrates the power
of the Internet as a forum for debate”).
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scream. Information flows rapidly and freely. ‘“Netizens” are ready to
examine every aspect of every event. Marty Rimm made a mistake in
publishing the Rimm Study; he also made a mistake in thinking that he
could keep his past and his methods hidden. In the information age the level
of debate has been raised; more information is available and it is available
faster. Democracy, which thrives on discussion, disagreement, and debate,
prospered because the ability to debate and the ability to have access to
information relevant to the issues was heightened. The debate over the
Rimm Study is representative of how this new form of democratic activism
can prevent distortion from controlling public policy.

II. THE COMMUNICATIONS DECENCY ACT

A.- The Act as Passed

Senator Exon, believing that God was on his side,? set forth to battle
the pornographers by introducing the most important piece of legislation
that the Senator ever believed that he had worked on.® “The fundamental
purpose of the Communications Decency Act is to provide much needed
protection for children.””® He proposed to create this protection by
amending section 223 of Title 47,2 United States Code, entitled “Obscene
or harassing telephone calls in the District of Columbia or in interstate or
foreign communications.”

The CDA, as passed, extends the antiharassment, indecency, and
antiobscenity restrictions currently placed on telephone calls to “telecom-
munications devices” and “interactive computer services.” Pursuant to the

24. On June 14, 1995, Sen. Exon read into the record a prayer written by the Senate
Chaplin which decried the dangers of on-line pornography. 141 CONG. REC. S8329 (daily
ed. June 14, 1995). Sen. Leahy suggested that it was perhaps inappropriate for the Senate
Chaplin to be interjecting himself into public policy debates. 141 CONG. REC. S8331 (daily
ed. June 14, 1995).

25. 141 CoNG. REC. S8090 (daily ed. June 9, 1995) (statement of Sen. Exon, remarking
“in my § years as Governor of Nebraska and my 17 years of having the great opportunity
to serve my State in the Senate, there is nothing that I feel more strongly about than this
piece of legislation™).

26. 141 CONG. REC. S8088 (daily ed. June 9, 1995) (statement of Sen. Exon).

27. 47 U.S.C § 223 (1994). This section is a part of the Common Carrier subchapter of
the Wire and Radio Communications Chapter of title 47. See infra note 110 and
accompanying text (discussing appropriateness of placing Internet regulation under common
carrier law).

28. Communications Decency Act of 1996, Pub. L. No. 104-104, sec. 502, §§ 223(d)(1)-
(B), (h)(2), 110 Stat. 133, 134-135 (to be codified at 47 U.S.C. § 223(d)(1)(B), (h)(2)). A
“telecommunication device” is specifically defined to not include “interactive telecommuni-
cation services.” Id. sec. 502, § 223(h)(1), 110 Stat. at 135 (to be codified at 47 U.S.C.
§ 223 (h)(1)). “The term ‘interactive computer service’ means any information service,
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CDA, it is illegal to knowingly send to or display in a manner available to
a person under 18 years of age, any comment, request, suggestion,
proposal, image, or other communication that, in context, depicts or
describes, in terms patently offensive as measured by contemporary
community standards, sexual or excretory activities or organs,
regardless of whether the user of such service placed the call or
initiated the communication.?

Violators are liable for “each intentional act of posting” and not each
occasion of downloading or accessing.®® It is the intent of Congress that
the CDA target content providers, not access providers or users.”'

In addition, owners of telecommunications facilities are liable where
they knowingly permit their facilities to be used in a manner that violates
the CDA.3 The penalty for violation was changed from $10,000 to fines
pursuant to Title 18 of the United States Code and from a maximum of six
months imprisonment to a maximum of two years.*®

system, or access software provider that provides or enables computer access by multiple
users to a computer server, including specifically a service or system that provides access
to the Internet and such systems operated or services offered by libraries or educational
institutions.” Jd. sec. 509, § 230(e)(2), 110 Stat. at 139 (to be codified at 47 U.S.C.
§ 230(e)(2)); See id. sec. 502, § 223(h)(2), 110 Stat. at 135 (to be codified at 47 U.S.C.
§ 223(h)(2)) (referring to definition at sec. 230(e)(2)).

29. IHd. sec. 502(2), § 223(d)(1)(B), 110 Stat. at 134, S. 652 originally made it illegal,
via a telecommunications device: (1) to create and transmit offensive material with the intent
to harass, S. 652, 104th Cong., § 402(a)(2) (1995) (to amend 47 U.S.C. § 223(a)), (originally
amending § 223(a)); (2) to make available obscenity, /d. § 402(a)(2); and (3) to make an
indecent communication to a minor, /d. § 402(a)(2). The definition of a telecommunication
device included interactive computer services.

In attempt to make the CDA constitutional, the conference committee set restrictions
on “interactive computer networks” in their own subsection and provided a definition for the
offensive material, codifying the definition of indecency from FCC v. Pacifica, 438 U.S.
726, 732 (1978). H.R. CONF. REP. NO. 104-458, at 188 (1996) (discussing reconcilation of
CDA). See infra note 133, and accompanying text discussing definition of indecency, instead
of using words like “obscenity” and “indecency.”

30. H.R. ConF. REP. NO. 104-458, at 189-190 (discussing sec. 502).

31. See 142 CONG. REC. S687 (daily ed. Feb. 1, 1996) (statement of Sen. Coats,
remarking “On-line services and access software providers are liable where they are
conspirators with, advertise for, are involved in the creation of or knowing distribution of
obscene material or indecent material to minors.”); 142 CONG. REC. S714 (daily ed. Feb. 1,
1996) (remarks of Sen. Exon, stating “[i]n general, the legislation is directed at the creators
and senders of obscene and indecent information.”).

32. Communications Decency Act, sec. 502, § 223(d)(1), 110 Stat. at 133-34 (to be
codified at 47 U.S.C. § 223(d)(1)). See also S. 652, 104th Cong. sec. 402(a)(2) (adding 47
U.S.C. § 223(d)-(e)).

33. Communications Decency Act, sec. 502, § 223(d)(1), 110 Stat. at 133-34 (to be
codified at 47 U.S.C. § 223(d)(1)). See also S. 652, 104th Cong. sec. 402(a)(2) (originally
amending 47 U.S.C. § 223(a) to increase fines from $10,000 to $100,000). The conference
compromise placed enforcement of CDA under the jurisdiction of the Department of Justice.
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1. The Defenses

The CDA added four defenses to section 223: protection for service
providers giving “mere access,” protection against respondeat superior,
recognition of good faith attempts to comply with this statute as compliance
with the statute, and protection against criminal and civil liability where an
individual makes a good faith effort to restrict access to offending
material 3

In its original version, the CDA did not incorporate all of these
defenses. This resulted in strong objections from the interactive computer
service industry. The industry stated that they were subject to an impossible
task: monitoring and censoring of millions of bits of information flowing
across computers each day.*® As a result of the criticism received, Senator
Exon incorporated the following defenses.3¢

First, section 223(e)(1) provides a defense where an individual solely
provides access to material not under the individual’s control3” The
“access provider” defense extends to services and software which download
and cache data from other computers as long as that-content is not created

34. H.R. ConF. RepP. NO. 104-458, at 188 (discussing sec. 502, stating “[d]efenses to
violations of the new sections assure that attention is focused on bad actors and not those
who lack knowledge of a violation or whose actions are equivalent to those of common
carriers”). These defenses as submitted to and passed by the Senate were strongly criticized
by the Department of Justice. Letter of Kent Markus, Acting Assistant Attorney General,
Department of Justice, to Sen. Patrick J. Leahy (May 3, 1995), reprinted in 141 CONG. REC.
S8343 (daily ed. June 14, 1995) [hereinafter Markus].

35. See Cyberporn and Children Hearings, supra note 13, at 72-73 (prepared statement
of William W. Burrington, Assistant General Counsel and Director of Government Affairs,
America Online, Inc., and Chairman of the Online Policy Commitiee, Interactive Services
Association) (stating “online service providers cannot police and be aware of the specifié
content of each communication, and yet they are penalized for transmitting certain communi-
cations”™); Meyer, supra note 2, at 1980, 1983 n.77 (commenting on impossibility of monitor-
ing all transmissions over server’s computers, citing Catherine Yang, Flamed with a Lawsuit,
BUS. WK., Feb. 6, 1995, at 70-71 (reporting that CompuServe, Inc. and Prodigy have said
they cannot police activities of their thousands of subscribers and, in Prodigy’s case, read
or edit the 75,000 notes transmitted daily)).

36. 141 CONG. REC. S8088-89 (daily ed. June 9, 1995) (statement of Sen. Exon).

37. Communications Decency Act, sec. 502, § 223(e)(1), 110 stat. at 133-34 (to be
codified at 47 U.S.C. § 223(e)(1)). See also S. 652, 104th Cong. § 402(a)(2). This defense
in its original form was criticized by the Department of Justice as establishing “a system
under which distributors of pornographic material by way of computer would be subject to
fewer criminal sanctions than distributors of obscene videos, books or magazines.” Markus,
supra note 34. Mr. Markus went on to state that “[sjuch a defense may significantly harm
the goal of ensuring that obscene or pornographic material is not available on the Internet
or other computer networks by creating a disincentive for operators of public bulletin board
services to control the postings on their boards.” /d.















Number 1] LEGISLATIVE HISTORY OF THE CDA &9

They pointed to several widely publicized arrests made of individuals
transmitting offensive material on on-line services as proof of the ability of
current law to respond to the need."” DOJ stated that current law was
sufficient and that the CDA would only interfere and weaken laws currently
in place.”®™ Many members of Congress agreed with this point of
view.!®! Since existing law was sufficient, the CDA was not needed and
was not prudent. Why risk trampling on the Constitution, interfering with
cyberspace, and increasing government regulation when law enforcement
agencies were already successfully making arrests?

2. The CDA as a Threat to Privacy

The CDA also raises concerns with regard to the right to privacy. The
CDA makes a server liable for data being transmitted between users. If
offensive material is transmitted, and the ISP negligently fails to attempt to
prevent that the transmission, the ISP can be liable. The CDA places the
ISP in the position of traffic cop (or Big Brother), responsible for watching
all transmissions. The opposition argued that this infringes on the right of
privacy of users.

A significant portion of Internet traffic is in open forums. WWW
pages, USENET groups, public IRC rooms, public listservers, and
anonymous ftp sites are all open forums. When an individual places
material in an open domain, the individual has no claim to privacy. No
privacy rights would be violated in this context.

The other concern is e-mail. E-mail is protected by federal law. No
person other than the intended recipient may intercept the e-mail transmis-
sion.’®® The CDA does not effect or change the protection of e-mail

Children Hearings, supra note 13, at 75-76 (written testimony of William Burrington).;
Coalition Letter to Telecom Conferees 3 (Nov. 9, 1995) reprinted at
<http://www.cdt.org/policy/freespeech/1109_iwg_ltr.htmI> (letter of the IWG); 141 CONG.
REC. §$7922 (daily ed. June 7, 1995) (statement of Sen. Grassley, remarking that transmission
of obscenity and child pomography on Inteinet is already covered by federal law).

179. 141 CONG. REC. 815,153 (Oct. 13, 1995) (statement of Sen. Feingold, noting that
existing criminal statutes cover objectionable communication). The supporters of the CDA
argued that the crackdown only proved the need for the CDA, proving the existence of
offensive material on on-line services. Letter from Edwin Meese, Ralph Reed, Phyllis Shafly,
and others to The Honorable Thomas J. Bliley and The Honorable Larry Pressler (Oct. 16,
1995) reprinted at <http://www.cdt.org/policy/freespeach/cc_ltr.htmi> [hereinafter Meese
letter].

180. Markus, supra note 34. See also Elmer-DeWitt, supra note 10 (commenting on
DOJ’s opposition to the amendment).

181. See, e.g., 141 CONG. REC. S8341 (daily ed. June 14, 1995) (statement of Sen.
Leahy); Id. at S8335 (statement of Sen. Feingold).

182. 18 U.S.C. § 2511 (1994) (codifying the Electronic Communications Privacy Act
(EPCA)). See generally R. Craig Plumlee, Electronic Messaging, in COMMUNICATION
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privacy.'®® ISPs will not be able to intercept e-mail in order to monitor for
content under the current law.

The ability of the government and of organizations to gather
information on and monitor individuals has dramatically increased in the
new information age. The privacy concerns of netizens are real. It is
unclear, however, how the CDA itself erodes that right.

3. The CDA as an Impediment to the Development of the

Medium

Another argument relates to the development of the medium. The
Internet, heretofore, has been permitted to develop at a speed limited only
by technological capabilities. Government involvement in the Internet was
in the form of support, not regulation. Those individuals developing the
medium were technologically sophisticated individuals with an interest in
advancing the medium. The opposition’s argument is that to punt regulation
of the Internet to a government bureaucratic entity having no particular
familiarity or expertise in the medium would stifle the development of that
medium.'® The speed of development would be reduced to the lowest
common denominator—bureaucratic contemplation—as opposed to the
limits of technology. As our society increasingly turns to the Internet as a
valued source of communication and information, the suggestion that this

TECHNOLOGY UPDATE 179 (1995) (reviewing e-mail privacy law). But see Steve Jackson
Games, Inc. v. U.S. Secret Service, 36 F.3d 457 (5th Cir. 1994) (holding Secret Service did
not violate law where Secret Service confiscated computer and read e-mail transmissions
stored on computer, distinguishing between intercepting e-mail and reading stored e-
mail).See also Communications Decency Act of 1996, Pub. L. 104-104, sec. 509,
§ 230(d)(4), 110 Stat. 133, 139 (to be codified at 47 U.S.C. § 223(d)(4)) (stating that nothing
in CDA effects the Electronic Communications Privacy Act of 1986).

183. See Communications Decency Act, sec. 502, § 223(g), sec. 509, § 230(d)(4), 110
Stat. at 139 (to be codified at 47 U.S.C. §§ 223(g), 230(d)(4)). See also 142 CONG. REC.
S687 (daily ed. Feb. 1, 1996) (statement of Sen. Coats, noting “[t]his legislation leaves
unchanged E-mail privacy laws”); id. at S714 (statement of Sen. Exon, remarking “[n]othing
in CDA repeals the protections of the Electronic Message Privacy Act”).

184. See Letter from Senator Leahy to Senator Pressler and Senator Hollings (Nov. 8,
1995) (“Putting the FCC in charge of, and imposing a rigid government standard for, such
technology would stifle the ongoing efforts by industry to make effective blocking
technologies available to parents, schools and others who wish to control the information
transmitted to them over computer lines.”); IWG Report, supra note 22, at 4 (“Such
extension of FCC control over new media will create unnecessary bureaucratic intrusions
that hinder the development of new interactive media and private sector screening options.”).
Reed Hundt, Chairman of the FCC, also agreed that the FCC should not intervene in the
Internet. Wittes, supra note 99; See also 141 CONG. REC. S15,152-53 (daily ed. Oct. 13,
1995) (statement of Sen. Feingold, noting “the Exon-Coats amendment . . . will have a
chilling effect on further economic and technological development of this exciting new form
of telecommunications.”).
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resource be limited by the speed of Washington, D.C. was disdained. The
Internet is the telecommunications means for the common person; bogging
it down while deregulating and freeing the hands of huge telecommunica-
tions giants is offensive.

IV. THE FNAL OUTCOME

The outcome of the CDA in the Telecommunications conference
committee was determined in October of 1995 when the conferees were
named. Members of the conference committee included Senator Exon and
Senator Gorton, co-sponsors of the CDA, and Representative Hyde, sponsor
of House censorship language. Absent from the conference committee were
Senator Leahy, Representative Cox, and Representative Wyden, the leading
opponents to the CDA. Also absent was any Senator who voted against the
CDA. The one opportunity for the opposition lay in conference committee
member Representative White, a co-sponsor of the Cox/Wyden Amend-
ment.'®

The opposition movement made a last ditch effort fo stop the
CDA.!% Congress was determined, however, to protect the minds of the
youth of America." Represenative White!® proposed a compromise

185. See Conferees Named for Federal Online Indecency Legislation, ACLU CYBER-
LIBERTIES UPDATE (Oct. 25, 1995). The ACLU made the following additional observations:
-All the Senate conferees voted for the CDA.
-All the House conferees voted for the Cox/Wyden Amendment.
-All the House conferees also voted for the Exon-like indecency amendments to federal
obscenity laws.
Id. The ACLU also observed that the conference committee lacked any member of the
Senate Judiciary Committee. Id.

186. Members of Congress continued to voice their opposition to the CDA. 142 CONG.
REC. H1145 (daily ed. Feb. 1, 1996) (statements of Reps. White, Woolsey, Pelosi, Eshoo,
and Goodlatte); id. at S687 (statement of Sen. Leahy and Sen. Feingold). See also Letter
from Robert W. Crandall, Senior Fellow, Brooking Institution; Robert Corn-Revere, Adjunct
Scholar, CATO Institute; Jeffrey Eisenach, Ph.D., President, the Progress & Freedom
Foundation to the Honorable John McCain (Nov. 7, 1995) reprinted at <http: /fwww.cdt.
org/policy/freespeech/cons_110795_ltr.htm1> (encouraging conferees to embrace Cox/Wyden
Amendment); Small Business Letter, supra note 112 (encouraging conferees to embrace
Cox/Wyden Amendment, stating belief that amendments penalizing ISPs for the transmission
of indecency will cause substantial economic damage and cause many businesses to go out
of business); Return of the Cyber-Censors, supra note 112, at A16. The opposition mounted
an on-line day of protest, flooding Congress with e-mail and faxes opposing the CDA.
Heather Irwin, Geeks Take to the Street,, HOTWIRED (Dec. 20, 1995)
<http://vip.hotwired.com/special/indecent/rally.htm1>; Internet Day of Protest, CAMPAIGN TO
STOP THE NET CENSORSHIP LEGISLATION IN CONGRESS (Voters Telecommunications Watch
e-mail newsletter), Dec. 13, 1995.

187. See 142 CONG. REC. S687 (dally ed. Feb. 1, 1996) (statements of Senators Exon,
Grassley, Helms, and Coats, expressing support for CDA). See also Meese letter, supra note
179 (expressing support for CDA).
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amendment, using a “harmful to minors” standard in place of indecency.
This compromise was passed and undone in the blink of an eye.'® At
about that time, Senator Leahy stated his fear that the conferees would take
the easy way out and incorporate both the Cox/Wyden Amendment and the
CDA into the final version of the Telecommunications Act.!® That is
exactly what happened. With minor adjustments, the Cox/Wyden Amend-
ment was exposed for the nonevent so many had said that it was'' and
Senator Exon stood proud knowing that his fight was near victory.

On February 1, 1996, one year after the CDA was introduced,
Congress passed the Telecommunications Act of 1996 including, as
recommended by the conference committee, the CDA, the Cox/Wyden
Amendment, and the Hyde Amendment. On February 8, 1996,
President Clinton signed into law the most comprehensive reform of
telecommunications law since 1934, bringing deregulation to most
telecommunication media. The most significant changes in the CDA in its
final form included: (1) virtually eliminating FCC jurisdiction over the
content of on-line computer communications, (2) replacing the word
“indecency” in the CDA with the definition of indecency from Pacifica, (3)
couching the language aimed at the Internet in its own subsection governing
“interactive computer services,” and (4) specifically targeting the CDA at
content providers.

V. CONCLUSION
With the passage of legislation censoring the Internet, the battle to stop

188. Rep. White (R-Wash.) represents a district whose residents includes Microsoft
Corporation. See Mike Mills, Compromise Closer to Restricting Smut on Internet, WASH.
PosT, Dec. 3, 1995, at A7.

189. The White Amendment, using the compromise “harmful to minors” standard, passed
the conference committee 20-13. But, in a surprise move, Rep. Goodlatte introduced a
proposal to amend the White proposal in order to replace the “harmful to minors” standard
with the original “indecency” language. The Goodlatte Amendment passed 17-16. Law
Curbing On-Line Smut Nears Passage, WASH. POST, Dec. 7, 1995, at A18. See H.R. CONF.
REP. NO. 104-458, at 189 (1996) (discussing sec. 502, discussing rejection of “harmful to
minors” standard); 142 CONG. REC. H1165-66 (daily ed. Feb. 1, 1996) (statement of Rep.
Berman, recounting events of conference committee rejecting White Amendment); id. at
S706 (statement of Sen. Grassley commenting on rejection of “harmful to minors” standard,
remarking that there has been an indecency standard on the federal books since 1934 but that
there has never been a federal “harmful to minors” standard).

190. Comm. Daily Notebook, COMM. DAILY , Nov. 13, 1995, at 6 (stating that Sen. Leahy
“was concerned conference panel would take ‘the easy compromise’ by combining 2
provisions, which fit ‘like a hand in a glove.” Leahy noted that Cox/Wyden doesn’t apply
to sections of Communications Act that Exon-Coats seeks to amend.”)

191. See supra note 84 and accompanying text.

192. 142 CONG. REC. S687 (daily ed. Feb. 1, 1996).
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the barbarian at the gate has only just begun. The purveyors of offensive
material will continue their quest to make their material available; in all
likelihood the CDA will prove to only be a minor inconvenience. The
opponents of on-line censorship have moved on to the next battle field, the
court room.'® The only one leaving the field of battle will be Senator
Exon, who announced, prior to introducing his CDA, that he would be
among the stampede of Democrats retiring from the Senate this year.

The debate of Senator Exon’s Communications Decency Amendment
was a clash of competing visions of this emerging medium. One saw the
Internet as an old barbarian in new clothing. The Internet was merely a new
medium threatening to bring the same old patently offensive material
through the door of our homes. Uncontrolled, it would harm our society.
Left on their own, users would be harmed. Thus, it was necessary for the
central government to protect the little people from a harm from which they
could not protect themselves.

The other vision was one of opportunity and empowerment. The
Internet was seen as a medium unlike any other before. Any application of
old rules to this unique forum was bound merely to reveal ignorance. The
Internet amplified the exchange of information, improving the quality of our
society and democracy and giving the opportunity for anyone, regardless of
size, wealth, or opinion, to present and debate his or her views. A part of
this vision is the empowerment of the individual, the belief that individual
does not need a central government stepping in and determining what
values are appropriate. Paternalism is rejected in favor of responsibility;
regulation is rejected in favor of decentralization and self-determination;
censorship is rejected in favor of democratic discourse.

The passage into law of the Exon Amendment is far from the end of
debate. Nevertheless, the debate itself has gone far in steering the course of
the Internet. Fear of the CDA has been a significant motivating force in the
development of blocking software, PICS, and attempts by on-line services
to monitor for offensive material. States have also attempted to regulate the
content of the Internet.'** Internet Service Providers and content providers

193. The telecommunications bill provided for expedited judicial review of constitutional
challenges. Telecommunications Act of 1996, Pub. L. 104-104, sec. 561, 110 Stat. 56, 142-
43, This provision of the telecommunications bill was included specifically with the CDA
in mind. See 142 CONG. REC. 8714 (daily ed. Feb. 1, 1996) (statement of Sen. Leahy); id.
at S714 (statement of Sen. Moynihan). See also supra note  (discussing district court
decision overruling CDA). Preparations for this battle started long before the legislation was
ever signed. Search for Plaintiffs Continues in Suit to Challenge Online Indecency
Legislation, ACLU CYBER-LIBERTIES UPDATE (Oct 25, 1995).

194. See Mark Eckenwiler, States Get Entangled in the Web, LEGAL TIMES, Jan. 22,
1996, at 10, 12.
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have taken steps to restrict access to offensive material and protect
themselves from liability. Even if the CDA is declared unconstitutional by
the U.S. Supreme Court, Senator Exon has succeeded in battling the
barbarian at the door.



